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Always properly log out Informatlon e coreful
after completion of .
online transactions what you click

Security
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Following basic rules of

Do not carry your

Clear cookies and delete PIN number in Enlighten yourse social networking can
browsing history at the wallets better to on Cyber Security prevent damaging your
measures

online relationships

end of session and stay safe memorize your PIN

Giving out your personal
information online
is not advisable

Help yourself to
maintain a positive
online presence

Install Anti-Virus
Protection

Join hands to stop
spreading fake news
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Keep software Lock your devices Monitor your Never believe on
up to date when not in use accounts for any forward messages,
suspicious activity check source and URL
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Only install apps and Pay extra Quarantine all Respect the
software from attentlon_whgn Elsmg unused apps privacy of others
trusted sources public Wi-Fi
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Scan any file downloaded Turn on Automatic Use strong passwords Verify with whom you
from internet before Updates for your with personal acronym are interacting online
opening/using/installing operating system
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Watch out for XTRA precaution for * Your priority on cyber Zero participation
online scams your online financial security makes you cyber in dark web
transactions aware citizen
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National Cyber Crime Cyber Security

Helpline Number Call us on our Toll free No.

199260 1800 423 6233

For Virus Alerts,Incident & Vulnerability Reporting
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Handling Computer Security Incidents

http://cert-in.org.in/
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