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Be Aware of
e-SIM SWAP Fraud
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Changing from Physical SIM to e-SIM
Better to be careful than being a VICTIM

Never_;(}hwaril. e—?ans Never share your Be vigilant and read the
oret t?]c ';I/.a 'O,'g. " bank details on messages from Network
requests on the directions Google Forms service providers
of any unknown person

In case you feel you have fallen prey to such a scam, you should
immediately send "NO SIM” to
Customer Care Number of Network service Provider.
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Helpline Number Call us on our Toll free No.

199260 1800 423 6233
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